
Updates on Philippine Identification 
System

Asec. Rosalinda P. Bautista

Deputy National Statistician

PhilSys Registry Office

1st National Convention on Civil Registration

and Vital Statistics

01 September 2021



Outline of Presentation

2

1. PhilSys Background

2. PhilSys Registration Process and Target

3. Updates on Rollout of PhilSys

4. PhilID Design

5. PhilSys Benefits and Use Cases

6. Provision of Mobile ID to Registrants

7. Acceptance of PhilID for Government and Private Transactions

8. Data Security and Privacy



PhilSys Background

3

RA 11055 or the Philippine Identification System Act

was enacted on 06 August 2018 to establish a single

national identification system. The PhilSys shall

primarily be established to provide a valid proof of

identity for all citizens and resident aliens as a means of

simplifying public and private transactions.

To register majority of Filipinos by 2022.

To provide authentication services to government

agencies and the private sector within a secure,

reliable, and enabling digital ecosystem.



PhilSys Registration Process and 
Target
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STEP 1

STEP 2

STEP 3

Three-step registration process 

Collection of demographic data and 

appointment setting

Validation of demographic data, capture of 

biometric information, and opening of bank 

accounts at designated registration centers

Issuance of PhilSys Number (PSN) 

and PhilID

Registration of 50 to 70 million Filipinos in 2021 
Cover the entire adult population by the end of the current administration in mid-2022
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Registration of 50 to 70 million Filipinos in 2021 
Cover the entire adult population by the end of the current administration in mid-2022
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PhilID Design

11



PhilSys Benefits and Use Cases



PhilSys Benefits and Use Cases
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PhilID is not another 
ID to add to the list of 

“valid IDs”

It is a platform to transform 
and streamline how services 
are delivered
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Offline Authentication Services

1. Use of Public Key Infrastructure (PKI). The public key is issued to the Relying Party

(RP). The key is embedded in the RP’s application for verifying the QR Code. This

method will allow the RP’s application to verify the following data:

 Demographic data as compared to the data printed on the face of PhilID;

and

 Validity of the ID—if it is still valid or has been revoked.

2. Use of the PhilID QR Code Verification (PQRCV) website. Verifiers will need to be

online—with internet access—to view the PQRCV website. The website will allow

the verifier to check the following data:

 Demographic data as compared to the data printed on the face of PhilID;

and

 Validity of the ID—if it is still valid or has been revoked.

TIMELINE: Will be released within September 2021.



Online Authentication Services
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Authentication e-KYC Token Seeding

• Online or Offline 

• Match against 
information in the 
PhilSys Registry and/or 
PhilID Card and/or 
Mobile App

• Online is only Yes/No, 
accessed via secure 
Open API connection

• Online only

• Authentication + 
sharing pre-defined 
data attributes from 
the PhilSys Registry

• Can be used to pre-fill 
forms (e.g. applying for 
a subsidy) and for 
regulatory compliance

• Incorporating PSN 
Tokens into databases, 
to establish 
uniqueness of a client

• Used to identify fake, 
duplicate or deceased 
individuals

Token Matching

• Matching tokens on 
same PSN holder 
across different 
agencies

• Used to facilitate data 
exchange on the same 
individual (e.g. for 
verifying eligibility for a 
payment)
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PhilSys Pilot Use Cases

1. PhilSys-Department of Social Welfare and Development (DSWD) Pilot Use Case 

(target: Dec 2021)

The DSWD programs for pilot use case are as follows:

• Pantawid Pamilyang Pilipino Program (4Ps) 

• Assistance to Individuals in Crisis Situation (AICS) 

Target start of pilot activity is in December 2021.

2. PhilSys-Civil Registration Service (target: Nov 2021)

The PhilSys shall also be piloted with the PSA’s Civil Registration Service in the following areas (16 CRS 

outlets in 11 regions):

Region Number 

of Outlet/s

1. National Capital Region 1

2. Ilocos Region 3

3. Cagayan Valley 1

4. Central Luzon 1

5. CALABARZON 2

6. Bicol Region 2

Region Number

of Outlet/s

7. Western Visayas 2

8. Central Visayas 1

9. Eastern Visayas 1

10. Davao Region 1

11. SOCCSKSARGEN 1
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JUAN DELA CRUZ

1234-5678-9101-1213

PhilSys Mobile App

Scan to verify

Target launch: November 2021

PhilSys Number (PSN)

• Permanent 12-digit number

• Kept private: Not intended to 
be collected or used for 
transactions

• Microprinted on PhilID to 
allow holders to retrieve if and 
when needed

PhilSys Mobile ID

PhilSys Card Number (PCN)

• 16-digit number used for 
authentication purposes
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Acceptance of PhilID in Government 
and Private Transactions

The PSA has received a number of

complaints on the non-acceptance

of the PhilID card because of the

absence of a wet signature. The

PSA has issued advisory on

23 August 2021 to clarify on PhilID

security and verification features,

and why the PhilID has no

signature.
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Acceptance of PhilID in Government 
and Private Transactions

The non-inclusion of a wet signature as part of the PhilID was

deliberate and aligns with other national ID systems, such as in India,

Singapore, Malaysia, Thailand, and Vietnam, among others. It intends

to:

1.Promote greater security in transactions through stronger

methods of verification and lower risks of forgery;

2.Incentivize the use of digital technologies and more modern

approaches for identity verification; and

3.Ensure the PhilID remains universally accessible and usable

for all Filipinos.
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Data Security and Privacy

The PhilSys adopts Privacy by Design principles, which means privacy is

incorporated into its technologies’ end-to-end process.

The PSA has been working closely with the National Privacy

Commission (NPC), the Department of Information and Communications

Technology, and the National Security Council regarding the architecture

and processes of the PhilSys, including identifying and mitigating privacy

and cybersecurity risks.

The PSA is committed in ensuring the privacy, security, and integrity of

registered persons’ personal data in compliance with Republic Act No.

10173 or the Data Privacy Act (DPA) of 2012, its Implementing Rules

and Regulations (IRR) and other relevant issuances of the NPC.



Thank you!

http://www.psa.gov.ph/philsys

https://www.facebook.com/PSAPhilSysOfficial

1388 (with fees)

info@philsys.gov.ph


